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Course
literature Books

Agrell, Wilhelm (2016) Essence of assessment: Methods and problems of
intelligence analysis, Malmo: Gleerup
(231 p.)

Fagersten, Bjorn (2010) Sharing Secrets: Explaining International Intelligence
Cooperation. Lund: Lund University
(Chapter 111 - 76 p.)

Gill, Peter and Marrin, Stephen and Phythian, Mark (2008) Intelligence theory:
Key questions and debates / edited by Peter Gill, Stephen Marrin and Mark
Phythian (Studies in intelligence series). London; New York, NY: Routledge
(235p.)

Omand, David and Pythian, Mark (2018) Principled Spying: The Ethics of
Secret Intelligence. Oxford: OUP Oxford.
(286 p.)

Perlroth, Nicole (2021) This Is How They Tell Me the World Ends: The
Cyberweapons Arms Race. London: Bloomsbury

(386 p.)

Also available as E-book.

Articles

Héggstrom, H. (2020). “Hybrid Threats and new challenges for the multilateral
intelligence community” in Weissmann, Mikael et al. Hybrid Threats and
Warfare: Security and Asymmetric Conflict in the Grey Zone. 1.B. Tauris.

(11 p.) This paper will be posted on Canvas

Book chapters

Gill, Peter (2009). Security Intelligence and Human Rights: llluminating the
‘Heart of Darkness’?. In Intelligence and International security. New
Perspectives and Agendas. Edited by Scott, Len. Hughes, Gerald R. Alexander,
Martin S. London: Routledge

(24 p.)

Jervis, Robert (2010). Why Intelligence Fails — Lessons from the Iranian
Revolution and the Iraq War. Ithaca: Cornell University Press. Chapter 2-3
(140 p.)
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Recommended | Books
readings Agrell, Wilhelm (2013) The black swan and its opponents, Early warning
aspects of the Norway attacks on 22 July 2011, Férsvarshogskolan (Sweden)

(98p)

Corera, Gordon. (2015). Intercept: The Secret History of Computers and Spies.
Weidenfeld and Nicolson. (391 p.)

Omand, Sir David (2010) Securing the state, London: Hurst
(345 p.)

Segal, Adam (2017) The Hacked World Order: How nations fight, trade
maneuver, and manipulate in the Digital Age. PublicAffairs. (295 p.)

Singer, P.W and Allan Friedman. (2014) Cybersecurity and Cyberwar: What
everyone needs to know. Oxford University Press.
(256 p.)

Treverton, Gregory F. (2009). Intelligence for an Age of Terror. Cambridge:
Cambridge University Press.

Zetter, Kim. (2014). Countdown to Zero Day: Stuxnet and the Launch of the
World’s First Digital Weapon. Broadway Book.
(409 p.)

Wohlstetter, Roberta (1962) Pearl Harbor: Warning and decision, Stanford, Calif:
Stanford Univ. Press
(426 p.)

Reports
Chilcot's, Chairman Sir John (2016) The Report of the Irag Inquiry,
http://www.iraqinquiry.org.uk/the-report/

ENISA Threat Intelligence Report 2018
https://www.enisa.europa.eu/publications/enisa-threat-landscape-report-2018
(139 p.)
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Book chapters

Zelikow, Philip (2004) The 9/11 Commission Report, New York. Kapitel 4, 6-8,
11. https://www.9-11commission.gov/report/911Report.pdf

(567 p.)

Alperovitch, D. (2011), “Towards Establishment of Cyberspace Deterrence
Strategy”, in C. Czossek, E. Tyugu, T. Wingfield (eds), 2011 3" International
Conference on Cyber Conflict, NATO CCDCOE Publications, Tallinn Estonia,
pp. 87-94

(7p)

Articles
Héggstrom, Henrik (2020) Forenta Nationerna en ny aktor i det globala
underréttelsesamhallet. Statsvetenskaplig tidskrift. VVol. 122, No. 3. pp. 399- 416

(17p.)
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